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ONTARIO E-DISCOVERY IMPLEMENTATION COMMITTEE

MODEL DOCUMENT #1:

DISCOVERY AGREEMENT

Purpose of the document

It is now recognized as a discovery best practice that the parties should “meet and confer” early in the litigation process, and thereafter as appropriate, to discuss and hopefully agree upon the requirements for documentary and oral discovery.  In Ontario, effective January 1, 2010, Rule 29.1 of the Rules of Civil Procedure will require parties to agree upon a discovery plan addressing a number of discovery issues.
There are different ways of confirming a discovery plan, including by way of confirming letter, consent order, or a detailed agreement.  This model discovery agreement is detailed template designed to confirm points of agreement between the parties with respect to a wide variety of issues relating to the preservation, production and use of relevant documents,
 including all types of electronically stored information, within an action or other legal proceeding.   It is also designed to confirm the parties’ discovery plan with respect to oral discovery.
Before negotiating a discovery plan or discovery agreement, counsel should seek to familiarize themselves with their client’s document systems, including its IT architecture and records retention systems.  It is recommended that, in appropriate cases, especially those involving significant quantities of electronic records, counsel should attend the meet and confer session with a client representative who is directly familiar with the IT issues associated with preserving and collecting those records.

To the extent required, before attending the meet and confer session counsel should already have taken steps to assist their client in preserving documents that are relevant to the litigation.  
Proportionality
In any legal proceeding, the parties should ensure that all steps taken in the discovery process are proportionate, taking into account, among other things, the importance and complexity of the case, the amounts and interests at stake, and the costs, delay, burden and benefit associated with each step.  

The principle of proportionality is relevant, in the first instance, in determining the degree of detail required in a discovery plan or discovery agreement.  In some cases, such as those involving a limited number of documents, or a small dollar value, it may not be appropriate to enter into a detailed discovery agreement.  One alternative is for counsel, following a meet and confer session, to send a letter confirming the discovery plan.  For an example of a letter of this type, see Sample Document #1: Letter Confirming Discovery Agreement.  In other cases, it may be appropriate for the parties’ agreement to be formalized in a consent order.  For a model order, see Model Document #7: Preservation Order.
In cases where it is appropriate to enter into a detailed discovery agreement, the proportionality principle is relevant in identifying the issues on which agreement should be sought, and in determining the scope of the discovery obligations to which the parties should agree.
Annotations

Annotations are included at various points throughout the model document, identifying issues that the parties may wish to consider.  Many of the annotations refer to The Sedona Canada Principles Addressing Electronic Discovery (the “Sedona Canada Principles”).  The Sedona Canada Principles are a set of national guidelines for e-discovery in Canada, which reflect both existing legal principles and a set of identified best practices.  The Sedona Canada Principles are intended to be compatible with the discovery rules in all Canadian jurisdictions.  Effective January 1, 2010, civil litigants in Ontario will be required, pursuant to Rule 29.1 of the Rules of Civil Procedure, to consult and have regard to the Sedona Canada Principles in preparing a discovery plan for an action.  A copy of the Sedona Canada Principles may be downloaded from www.thesedonaconference.org, where they are found under the list of publications for Working Group 7.
Note:  This model document has been prepared and made available to the public by the Ontario E-Discovery Implementation Committee for educational purposes, to facilitate the informed, efficient and proportionate use of e-discovery in litigation.  It is not provided as legal or technical advice and should not be relied upon as such.  

[Court File No.]
ONTARIO

SUPERIOR COURT OF JUSTICE
BETWEEN:

[PLAINTIFF(s)]
Plaintiff(s)

-and-

[DEFENDANT(s)]
Defendant(s)

DISCOVERY AGREEMENT

(Dated as of [date])

Preamble:

A.
The Parties (as defined below) met on [date] and conferred regarding matters relating to documentary and oral discovery in the Action.
B.
This discovery agreement sets out the Parties’ formal agreement with respect to certain discovery issues addressed at their meeting.

C.
This discovery agreement is intended to serve as the Parties’ discovery plan for purpose of compliance with Rule 29.1 of the Rules of Civil Procedure.

D.
(  [Insert any further preamble here.
]
1. Parties

1.1 The parties to this agreement (the “Parties”) are: (
2. Purposes of the agreement

2.1 The purposes of this agreement are:

2.1.1 to prepare a joint plan for the preservation, production and use of documents, including electronically stored information, and for oral discovery, in the Action, in order to: (a) ensure an effective discovery process, and (b) minimize the time and expense required for the Parties to comply with their discovery obligations;

2.1.2 to ensure that the steps taken in connection with documentary and oral discovery in the Action are proportionate;
 and

2.1.3 to identify any areas of disagreement between the Parties regarding: (a) the proper scope of documentary discovery in the Action, or (b) the manner in which documents are to be preserved, produced and used in the Action.

3. Definitions

3.1 A glossary of definitions of terms used in this agreement is attached as Appendix “A”.

4. Adherence to protocol

4.1 Subject to the terms of this agreement, the Parties agree to adhere voluntarily to the following protocol, guideline, practice direction or other document regarding the preservation, production or use of electronically stored information in litigation proceedings: ( (the “Protocol”), a copy of which is attached to this agreement as Appendix “B”.

5. Discovery rights otherwise not affected
5.1 Except as provided in this agreement, nothing in this agreement derogates from: (a) the legal rights of the Parties with respect to documentary and oral discovery in the Action, or (b) the right of any Party to move before the Court for enforcement of those rights.

5.2 Unless expressly specified, nothing in this agreement affects the legal obligation of each Party to take reasonable steps to preserve, disclose and produce any document in the Party’s possession, power or control that the Party knows exists and knows is relevant to the Action.

5.3 This agreement is made in lieu of the Parties seeking a formal order from the Court with respect to the matters agreed upon.  Subject to applicable court rules, any Party may make a motion to the Court to compel another Party to take the steps contemplated by the agreement or other steps, and the Parties agree that the Court may take the existence of the agreement into account in determining whether to grant the order sought.  The respondent on such a motion may seek to justify its non-compliance with the agreement on the basis of, among other things, any information that was unknown or unavailable to the Party at the time the agreement was entered into.

5.4 Breach of this agreement does not, in and of itself, give rise to a right to damages or any other monetary relief, or to injunctive relief, although the Parties agree that the Court may take any breach of this agreement into account in exercising its discretion with respect to costs or other sanctions, or on an application for injunctive relief.

5.5 The Parties recognize that, as additional information becomes available throughout the Action, it may become apparent that: (a) it is impracticable or impossible for a Party to comply with the terms of the agreement, or to do so in a time-efficient or cost-efficient manner, or (b) further steps, beyond those set out in this agreement, are required in order for a Party to obtain access to relevant documents in the Action.  Each Party agrees to notify the other Parties promptly when it knows that it will not comply with any term of the agreement or when it concludes that another Party should take further steps beyond those set out in this agreement.  The Parties agree to negotiate in good faith with respect to any amendments to the agreement requested by a Party on this basis, and to seek the assistance of the Court in appropriate cases in order to resolve disputes between the Parties.

6. Paper and other non-electronically stored information

6.1 The Parties agree that copies of all producible paper documents will be: [select one or more as appropriate]

· Exchanged between the Parties upon request in electronic form in accordance with Section 11 below.

· Exchanged between the Parties upon request in paper form.  The cost of the paper copies is to be borne as follows: (.

· Exchanged as follows: (.

7. Exchange of court documents between Parties

7.1 A “court document” is any document that a Party is required to serve on another Party in connection with the Action, whether pursuant to the Rules of Civil Procedure, an order of the Court, a practice direction, or otherwise.

7.2 The Parties agree to serve and accept service of court documents electronically except where it is impracticable to do so, whether due to the size of the court document or otherwise.

7.3 Where a court document has been served in paper form, the Party who served the court document agrees to provide to the other Parties upon request an identical copy in searchable electronic form unless it is impracticable to do so.

7.4 The Parties agree to serve court documents: [select one or more as appropriate]

· In the following format:

	Document
	Format

	Schedules A, B and C of the affidavit of documents, and any other court documents consisting of an index or table (i.e., the tables set out in the Schedules, not the productions themselves)
	Delimited ASCII text file.  The Parties agree upon the following form of delimitation: (e.g., CSV, Pipe, Tab, etc.): (

	All other court documents
	Searchable PDF file


· In the following format: ( [If not using the default format identified above]

8. Preservation of electronically stored information

8.1 The Parties have conferred regarding the steps that should be taken to preserve all potentially relevant electronically stored information in the Action.
  Without prejudice to the Parties’ discovery rights, and without limiting the obligation of each Party to take reasonable steps to preserve electronically stored information known to be relevant, the Parties: [select one or more as appropriate]

· Have reached agreement that the following steps should be taken
: 
	Description
	Steps to be taken

	Suspension of ordinary course destruction of electronically stored information under Party’s records retention schedule:
	[Identify each Party and the steps to be taken by each Party]

	Suspension of automatic file deletion program:
	

	Suspension of technology refreshes (i.e., off lease replacements, computer swap outs):
	

	Sending of preservation letters/memos to individuals expected to have custody of potentially relevant electronically stored information:

	

	Forensic copying of desktop hard drives, portable hard drives, servers, etc.:

	

	Non-forensic copying of files contained on servers, desktop hard drives, portable hard drives, etc.:
	

	Preservation of backup media
:
	

	Maintenance and production of a chain of custody log for all preserved records:
	

	Other preservation requirements:
	


· Have agreed that no further preservation steps are required at this time.

· Have been unable to reach an agreement on steps to be taken to preserve potentially relevant electronically stored information.  The main points of disagreement are the following: (.

8.2 The Parties have conferred as to whether it is useful or necessary to engage the services of a neutral third party to assist in preserving potentially relevant electronically stored information, and: [select one or more as appropriate]

· Have agreed to engage the services of a neutral third party, as follows: (.

· Have agreed that the services of a neutral third party are not required at this time.

· Have been unable to reach an agreement on the use of a neutral third party.  The main points of disagreement are the following: (.

8.3 The Parties will use their best efforts to ensure that all preservation steps identified above are completed by the following date: (.  The Parties will confirm in writing to one another by that date whether the steps have been completed and, if they have not been completed, will explain why not.

8.4 Nothing in this agreement affects the right of any Party to apply to the Court for a preservation order on the same or different terms.

9. Identification of relevant electronically stored information

9.1 The Parties have conferred regarding steps to be taken in order to identify most efficiently and effectively the relevant electronically stored information for purposes of the Action.  Without prejudice to the Parties’ discovery rights, the Parties: [select one or more as appropriate]  

· Have agreed at this time to search for relevant electronically stored information using the following parameters:

	Parameter
	Agreed steps

	Geographic location of the electronically stored information
	[Identify each Party and the agreed steps to be taken to locate relevant electronically stored information for that Party]

	Custodian of the electronically stored information

	

	Author
	

	Data storage system (e.g., servers, desktop hard drives, laptop hard drives, archived records, disks and other portable storage media, personal digital assistants, telephones, etc.)
	

	File type (e.g., word processing documents, spreadsheets, databases, presentation documents, graphics, images, audio recordings, etc.)
	

	Date range
	

	Search terms
	

	Other parameters
	


· Have agreed to use a phased approach in searching for relevant electronically stored information, on the following basis: (.

· Have agreed to leave the search parameters in the discretion of each Party at this time.

· Have been unable to reach an agreement on search parameters.  The main points of disagreement are the following:
 (.
9.2 Unless otherwise specified in this agreement, and without prejudice to the Parties’ discovery rights, the Parties are not at this time requesting production of electronic metadata, backup media on which electronically stored information are stored, or deleted or residual electronically stored information, or of the following other types of electronically stored information: (.

10. Privilege, privacy and confidentiality issues

10.1 The Parties have conferred as to whether it is useful or necessary to make special arrangements to deal with issues of privilege
, privacy and/or confidentiality
 arising in connection with the Parties’ productions, and: [select one or more as appropriate] 

· Have agreed on the following arrangements: (.
· Have agreed that no special arrangements are required at this time.

· Have been unable to reach an agreement as to whether special arrangements are useful or necessary in this regard.  The main points of disagreement are the following: (.

11. Disclosure and production

11.1 The Parties agree to exchange all producible electronically stored information in electronic form.

11.2 The agreed deadline for the exchange of all producible electronically stored information and, if applicable, for the exchange of electronic copies of producible paper documents, is: [select one or more as appropriate] 

· _______________ [Insert date]
· As set out in the next section. 

· Not yet determined, because (.

11.3 The Parties have conferred regarding the possibility of using a phased approach to the production of relevant documents, and: [select one or more as appropriate] 

· Have agreed that a phased approach is not required.

· Have agreed on the following approach: (.

· Have been unable to agree on whether to use a phased approach.  The main points of disagreement are the following: (.

11.4 The Parties have conferred regarding the possibility of using a common third party litigation support service provider to scan and/or code producible documents (paper and electronic), and: [select one or more as appropriate] 

· Have agreed to use a common third party litigation support service provider, as follows: (.

· Have agreed not to use a common third party litigation support service provider.

· Have been unable to agree on whether to use a common third party litigation support service provider.  The main points of disagreement are the following: (.

11.5 The Parties have conferred regarding the possibility of agreeing upon a common electronic data discovery protocol,
 and: [select one or more as appropriate] 

· Have agreed to use the following common electronic data discovery protocol: (.

· Have agreed not to use a common electronic data discovery protocol.

· Have been unable to agree on whether to use a common electronic data discovery protocol.  The main points of disagreement are the following: (.

11.6 The Parties have conferred regarding the possibility of agreeing upon a common protocol for coding documentary productions, and: [select one or more as appropriate] 

· Have agreed to use the following common coding protocol: (.

· Have agreed not to use a common coding protocol.

· Have been unable to agree on whether to use a common coding protocol.  The main points of disagreement are the following: (.

11.7 The Parties have conferred regarding the possibility of using common litigation support software
, and: [select one or more as appropriate] 

· Have agreed to use the following common litigation support software: (.

· Have agreed not to use common litigation support software.

· Have been unable to agree on whether to use common litigation support software.  The main points of disagreement are the following: (.

11.8 The Parties have conferred on the question of whether to produce duplicates of relevant documents where they exist, and have reached the following agreement with respect to de-duplication: (.

11.9 The Parties have conferred regarding the possibility of preparing Schedules A, B and C of their affidavits of documents using a common format, and: [select one or more as appropriate] 

· Have agreed that each document in Schedules A, B and C of the affidavit of documents will be identified using the following six fields, with the following parameters
:

	Field
	Data type
	Length of field

	Unique document ID number
	Alpha/numeric
	AAA00000000

	Date of document
	Date
	YYYY/MM/DD

(e.g., 2005/01/18)

	Document type (e.g., memorandum, letter, contract, etc.)
	Text
	unlimited

	Author, Author Organization

(e.g., Jim Jones, ABC Inc.)
	Text
	multi-entry

	Recipient, Recipient Organization

(e.g., Jane Smith, XYZ Corp.)
	Text
	multi-entry

	Type of privilege claimed (where applicable)
	Text
	unlimited


· Have agreed on a common format, as follows: (. [If not using the default format identified above]

· Have agreed not to use a common format.

· Have been unable to agree on whether to use a common format.  The main points of disagreement are the following: (.

11.10 The Parties have conferred regarding the possibility of using a common image format for exchanging electronic copies of producible electronically stored information and producible paper documents, and: [select one or more as appropriate] 

· Have agreed that all electronic copies are to be provided in black and white single page TIFF images with a resolution of 300 dpi (dots per inch), with OCR generated text, with the following exceptions: (

· Have agreed not to use a common image format.

· Have been unable to agree on whether to use a common image format.  The main points of disagreement are the following: (.

11.11 Notwithstanding any agreement on the format in which electronic copies are to be exchanged, the Parties reserve the right to inspect producible documents (paper and electronic) in their original form or native format, as the case may be.

11.12 Where a Party requests to receive a paper copy of a document that has been produced in electronic form, the requesting Party agrees to pay the reasonable cost of the paper copy.

11.13 The Parties have conferred regarding the following additional issues with respect to the exchange of producible electronically stored information, and have reached agreement as noted below:

11.13.1 The exchange of data maps showing the source of relevant data within each Party’s computer network, in order to facilitate the discovery process and assist in the authentication of data: (.

11.13.2 The need for any of the Parties to make specific software or hardware available in order to allow producible electronically stored information to be inspected: (.

11.13.3 The need for producible electronically stored information to be inspected onsite at the premises of any Party: (.

11.13.4 The need to run queries or otherwise interact with electronic data in order to create producible electronically stored information: (.

11.14 The Parties have conferred regarding the utility of identifying an e-discovery liaison person for each Party, to coordinate with the other Parties with respect to technical issues and inquiries arising out of the exchange of producible electronically stored information in electronic form, and: [select one or more as appropriate] 

· Have identified the following persons as e-discovery liaisons for the Parties: (. [Set out names and contact information for each liaison person]

· Have agreed not to identify a specific e-discovery liaison person for each Party.

· Have been unable to agree on whether to use e-discovery liaisons.  The main points of disagreement are the following: (.

12. Authenticity/Reliability

12.1 Subject to the terms of this agreement, the Parties admit that all producible electronically stored information exchanged between them are authentic for purposes of subrule 51.02(1) of the Rules of Civil Procedure.

12.2 Where producible electronically stored information that has been exchanged between the Parties does not include the necessary identifying information to establish the authenticity of the document, the Parties agree to provide the necessary identifying information, if available, in Schedule A to the relevant Party’s affidavit of documents or, failing that, in writing upon request.  Subject to the terms of this agreement, the Parties admit the authenticity of any such document based on the identifying information that is provided.

12.3 Subject to the terms of this agreement, the Parties admit the integrity of all producible electronically stored information exchanged between the Parties, for purposes of complying with the best evidence provisions set out in subsection 34.1(5.1) of the Evidence Act (Ontario) and section 31.2 of the Canada Evidence Act.

12.4 The Parties have conferred regarding the need for the implementation of procedures to ensure the authenticity and integrity of producible electronically stored information during the discovery process.  Without prejudice to each Party’s right to object in good faith to a document’s authenticity or integrity, the Parties: [select one or more as appropriate] 

· Have agreed to adhere to the following procedures in order to ensure the authenticity and integrity of their producible electronically stored information: (. [Insert description of any procedures required – e.g., forensic copying, supervision by neutral third party, chain of custody certifications, etc.]

· Have agreed to leave the procedures required in order to ensure the authenticity and integrity of each Party’s producible electronically stored information in the discretion of the Parties.

· Have been unable to agree on procedures to be followed in order to ensure the authenticity and integrity of their producible electronically stored information.  The main points of disagreement are the following: (. 

12.5 Notwithstanding any other provision of this agreement, any Party may object in writing to the authenticity of producible electronically stored information, or to the integrity of the electronically stored information, provided such objection is made in good faith and a reasonable time before trial of the Action.  Where objection is made, the Parties may exercise their usual rights of discovery with respect to the facts relevant to the objection.

13. Related litigation in other forums

13.1 The Parties have discussed whether there is related litigation in other forums that raises forum-related rules conflicts relating to the discovery of documents, or that gives rise to the opportunity to reduce duplication of discovery tasks, and have reached the following agreement: (.

14. Oral discovery

14.1 The persons intended to be produced for oral examination for discovery in the Action are:

	Party name
	Name(s) of witness(es) to be examined

	
	

	
	

	
	


14.2 The schedule and duration of examinations for discovery in the Action are as follows:

	Party name
	Date(s) and duration of examination

	
	

	
	

	
	


15. Other agreements

15.1 The Parties have reached the following additional agreements with respect to discovery in the Action: (.

15.2 This agreement may be amended at any time, provided the amendment is recorded in writing, whether by separate agreement, exchange of correspondence, or written confirmation of the amendment.

15.3 While each Party will make best efforts to ensure the exchange of virus free electronically stored information, it is the obligation of the Party receiving electronically stored information to test for computer viruses.

16. Costs

16.1 Subject to any agreement to the contrary, the reasonable costs incurred in complying with this agreement, including the reasonable costs of retaining or using necessary external or in-house technical consultants, may be claimed as “costs of and incidental to a proceeding or a step in a proceeding” for purposes of s. 131 of the Courts of Justice Act.

16.2 The Parties have conferred regarding the possibility of reaching an agreement on the allocation or sharing of the reasonable costs required in order to comply with this agreement, and: [select one or more as appropriate] 

· Have agreed on the following allocation or sharing of costs: (.

· Have agreed that no separate agreement is required at this time.

· Have been unable to agree on whether costs should be allocated or shared.  The main points of disagreement are the following: (.

17. Meeting without prejudice
17.1 The Parties agree that, except as expressly recorded in this agreement, all communications made in connection with this agreement were exchanged on a without prejudice basis and may not be relied upon in the Action.
18. Signature

18.1 This agreement may be signed by the Parties or by the Parties’ solicitors on their behalf.

18.2 Signatures:

____________________________

For and on behalf of (
____________________________

For and on behalf of (
____________________________

For and on behalf of (
APPENDIX “A” - GLOSSARY

	Action
	Litigation proceedings identified in the style of cause in this agreement.

	Alphanumeric
	Characters composed of letters, numbers (and sometimes punctuation marks).  Excludes control characters.

	ASCII 
	Pronounced “ask-ee”. Acronym for American Standard Code for Information Interchange.  ASCII is a non-proprietary text format built on a set of 128 (or 255 for extended ASCII) alphanumeric and control characters.  Documents in ASCII format consist of only text with no formatting and can be read by most computer systems.

	Author
	The author of a document in the person, office or designated position responsible for its creation or issuance.  In the case of a document in the form of a letter, the author or originator is usually indicated on the letterhead or by signature.  In some cases, the software application producing the document may capture the author’s identify and associate it with the document.  For records management purposes, the author may be designated as a person, official title, office symbol, or code.

	Backup Media
	Magnetic tapes or other media used to store copies of data, for use when restoration or recovery of data is required.  Data on backup tapes or other media are generally recorded and stored sequentially, rather than randomly, meaning in order to locate and access a specific file or data set, all data on the tape preceding the target must first be read, a time-consuming and inefficient process.  Backup tapes typically use data compression, which increases restoration time and expense, given the lack of uniform standards governing data compression.

	Chain of Custody
	Documentation and testimony regarding the possession, movement, handling and location of evidence from the time it is obtained to the time it is presented in court; used to prove that evidence has not been altered or tampered with in any way; necessary both to assure admissibility and probative value.

	Coding
	Automated or human process through which documents are examined and evaluated using pre-determined codes, and the results of those comparisons are logged.  Coding usually identifies names, dates and relevant terms or phrases.  Coding may be structured (limited to the selection of one or a finite number of choices), or unstructured (a narrative comment about a document).  Coding may be objective, i.e., the name of the sender or the date, or subjective, i.e. evaluation as to the relevancy or probative value of documents.

	Court Document
	Any document that a party is required to serve on another party in connection with the Action, whether pursuant to the Rules of Civil Procedure, an order of the Court, a practice direction, or otherwise.

	Custodian
	Person having control of a network, computer or specific electronic files.

	Data
	Any information stored on a computer, other than programs.  All software is divided into two general categories: data and programs.  Programs are collections of instructions for manipulating data.  In database management systems data files are the files that store the database information.  Other files, such as index files and data dictionaries, store administrative information, known as metadata.

	De-duplication
	The process by which electronic records are compared and duplicate records are removed or flagged, leaving one unique copy.

	Deleted File
	A file which is removed from view within a computer application, but which may still be recoverable using forensic tools.  This occurs because the computer system does not immediately overwrite files.  Rather, the disk space containing the file is marked as available for reuse.  As disk space is needed, the file is eventually overwritten and may become irretrievable.

	Deletion
	The process whereby data is removed from active files and other data storage structures on computers and rendered inaccessible except through the use of special data recovery tools designed to recover deleted data.  Deletion occurs on several levels in modern computer systems:  (a) File level deletion renders the file inaccessible to the operating system and normal application programs and marks the storage space occupied by the file’s directory entry and contents as free and available to re-use for data storage, (b) Record level deletion occurs when a record is rendered inaccessible to a database management system (DBMS) (usually marking the record storage space as available for re-use by the DBMS, although in some cases the space is never reused until the database is compacted) and is also characteristic of many email systems, (c) Byte level deletion occurs when text or other information is deleted from the file content (such as the deletion of text from a word processing file); such deletion may render the deleted data inaccessible to the application intended to be used in processing the file, but may not actually remove the data from the file’s content until a process such as compaction or rewriting of the file causes the deleted data to be overwritten.

	Delimited ASCII text file
	A file that contains the values in a table as a series of ASCII text lines organized so that each column value is separated by a delimitation character (such as a comma, tab, etc.) from the next column’s value, and each row starts a new line.

	Desktop
	Generally refers to an individual PC.

	Disc/Disk
	Round, flat storage media with layers of material which enable the recording of data.

	Document
	Information recorded in any form, including electronically stored information.  The word “document” is used interchangeably with the word “record”.

	DPI (Dots Per Inch)
	The measurement of the resolution of display in printing systems.  A typical CRT screen provides 96 dpi, which provides 9,216 dots per square inch (96x96).  When a paper document is scanned, the resolution , or level of detail, at which the scanning was performed is expressed in DPI.  Typically, documents are scanned at 200 or 300 DPI.

	Electronically Stored Information

	Information recorded in a form that requires a computer or other machine to process it and that otherwise satisfies the definition of a record.

	FAT
	Acronym for File Allocation Table.  An internal data table on hard drives that keeps track of where the files are stored.  If a FAT is corrupt, a drive may be unusable, yet the data may be retrievable with forensics.

	Field
	A name for an individual piece of standardized data, such as the author of a document, a recipient, the date of a document or any other piece of data common to most documents in an image collection, to be extracted from the collection.

	File Server
	Where multiple computers are connected in a local area network (LAN), one computer may be designated as a “server” and provide information or processes to other computers in the network.  A “file server” specifically provides files to other parts of the network and often stores large amounts of user-generated work product.  A server may have multiple purposes.  For example, a file server may also be an email server or an application server.

	Format (noun)
	The internal structure of a file, which defines the way it is stored and used.  Specific applications may define unique formats for their data (e.g., “MS word document file format”).  Many files may only be viewed or printed using their originating application or an application designed to work with compatible formats.  There are several common email formats, such as Outlook and Lotus Notes.  Computer storage systems commonly identify files by a naming convention that denotes the format (and therefore the probable originating application).  For example, “DOC” for Microsoft Word document files; “XLS” for Microsoft Excel spreadsheet files; “TXT” for text files; “HTM” for Hypertext Mark-up Language (HTML) files such as web pages; “PPT” for Microsoft PowerPoint files; “TIF” for tiff images; “PDF” for Adobe images; etc.  Users may choose alternate naming conventions, but this will likely affect how the files are treated by applications.

	Format (verb)
	Makes a drive ready for first use.  Erroneously thought to “wipe” drive.  Typically, only overwrites FAT, but not files on the drive.

	Hard Drive (or Hard Disc Drive)

	The primary storage unit on PCs, consisting of one or more magnetic media platters on which digital data can be written and erased magnetically.

	Information
	For the purposes of this document, information is used to mean both documents and data.

	Litigation hold

	A litigation hold is a communication issued as a result of current or anticipated litigation, audit, government investigation or other such matter that suspends the normal disposition or processing of records.  Litigation holds can encompass business procedures affecting active data, including, but not limited to, backup tape recycling.  The specific communication to business or IT organizations may also be called a “hold”, “preservation order”, “suspension order,” “freeze notice,” “hold order,” or “hold notice.”

	Metadata
	Metadata is Information about a particular data set or document which describes how, when and by whom it was collected, created, accessed, modified and how it is formatted.  Can be altered intentionally or inadvertently.  Can be extracted when native files are converted to image.  Some metadata, such as file dates and sizes, can easily be seen by users; other metadata can be hidden or embedded and unavailable to computer users who are not technically adept.  Metadata is generally not reproduced in full form when a document is printed.  

	OCR
	“Optical Character Recognition” a technology process that translates and converts printed matter on an image into a format that a computer can manipulate (ASCII codes, for example) and, therefore, renders that matter text searchable.  OCR software evaluates scanned data for shapes it recognizes as letters or numerals.  All OCR systems include an optical scanner for reading text, and software for analyzing images.  Most OCR systems use a combination of hardware (specialized circuit boards) and software to recognize characters, although some inexpensive systems operate entirely through software.  Advanced OCR systems can read text in a large variety of fonts, but still have difficulty with handwritten text.  OCTR technology relies upon the quality of the imaged material, the conversion accuracy of the software, and the quality control process of the provider.  The process is generally acknowledged to be only 80-85 percent.

	(PDA) or Personal Digital Assistant 
	A small, usually hand-held, computer which “assists” business tasks.

	Preservation
	The process of ensuring retention and protection from destruction or deletion all potentially relevant evidence, including electronic metadata 

	Producible
	Subject to the obligations of disclosure and production set out in the Rules of Civil Procedure.

	Production
	The process of delivering to another party, or making available for that party’s review, documents deemed responsive to a discovery request.

	Query
	A request for specific information from a database or other data set.

	Record
	Information recorded in any form, including electronically stored information.  The word “record” is used interchangeably with the word “document”.

	Scanner
	An input device commonly used to convert paper documents into images.  Scanner devices are also available to scan microfilm and microfiche.

	Searchable PDF File
	A file that is in Portable Document Format and has searchable text.

	Server
	Any central computer on a network that contains data or applications shared by multiple users of the network on their client PCs.  A computer that provides information to client machines.  For example, there are web servers that send out web pages, mail servers that deliver email, list servers that administer mailing lists, FTP servers that hold  FTP sites and deliver files to users who request them, and name servers that provide information about Internet host names. 

	Software
	Any set of coded instructions (programs) stored on computer-readable media that tells a computer what to do.  Includes operating systems and software applications.

	Storage Device
	A device capable of storing data.  The term usually refers to mass storage devices, such as disc and tape drives.

	TIFF
	Acronym for Tagged Image File Format.  One of the most widely used and supported graphic file formats for storing bit-mapped images, with many different compression formats and resolutions.  File name has .TIF extension.  Can be black and white, gray-scaled, or colour.  Images are stored in tagged fields, and programs use the tags to accept or ignore fields, depending on the application.  The format originated in the early 1980’s.

	Virus
	A self-replicating program that spreads by inserting copies of itself into other executable code or documents.  A program into which a virus has inserted itself is said to be infected, and the infected file (or executable code that is not part of a file) is a host.  Viruses are a kind of malware (malicious software).  Viruses can be intentionally destructive, for example by destroying data, but many viruses are merely annoying.  Some viruses have a delayed payload, sometimes referred to a bomb.  The primary downside of viruses is uncontrolled self-reproduction, which desecrates or engulfs computer resources.











� 	The word “document” is used in this Model Document in its broadest sense, as meaning “information recorded in any form, including electronically stored information”.  The word “document” is used interchangeably with the word “record”.


� 	Principle #4 of the Sedona Canada Principles states that “Counsel and parties should meet and confer as soon as practicable and on an ongoing basis, regarding the identification, preservation, collection, review and production of electronically stored information.”  This document is designed to confirm those points on which the parties reach agreement.  The parties may wish to have several meet and confer sessions over time (as suggested in Principle #4), and to enter into more than one agreement.  The parties may also wish to use only some parts of this model agreement at any one time.


� 	Rule 29.1 of the Ontario Rules of Civil Procedure comes into force on January 1, 2010 and requires a party seeking discovery to agree upon a written discovery plan for the action that addresses the intended scope of documentary discovery taking into account proportionality issues, dates for service of affidavits of documents, information regarding the timing, costs and manner of production of documents, the names of discovery witnesses, information regarding the timing and length of examinations for discovery, and any other information intended to result in the expeditious and cost-effective completion of the discovery process in a manner that is proportionate to the importance and complexity of the action.  The rule requires parties to consult and have regard to the Sedona Canada Principles in preparing the discovery plan.


� 	The parties may wish to record, in the preamble, any assumptions relied upon in arriving at this agreement.


� 	Principle #1 of the Sedona Canada Principles states that “Electronically stored information is discoverable.”


� 	Principle #2 of the Sedona Canada Principles states that “In any proceeding, the parties should ensure that steps taken in the discovery process are proportionate, taking into account (i) the nature and scope of the litigation, including the importance and complexity of the issues, interest and amounts at stake; (ii) the relevance of the available electronically stored information; (iii) its importance to the court’s adjudication in a given case; and (iv) the costs, burden and delay that may be imposed on the parties to deal with electronically stored information.”  Principle #2 is explicitly reflected, effective January 1, 2010, in the following Rules of Civil Procedure in Ontario: rules 1.04(1.1), 20.05(2), 29.1, and 29.2.  Counsel should consider the provisions of the applicable rules of court or provincial practice directions that apply and may affect the scope of e-discovery production for particular claims.  See, for example, the B.C. and Ontario rules applicable to claims of less than $100,000.00 and $50,000.00 respectively and the B.C. Practice Direction Re: Electronic Evidence (effective July 1, 2006).


� 	To be included only where the Parties are agreeing to adhere voluntarily to a particular protocol, guideline, etc. - for example a more detailed preservation agreement (such as Model Document #2: Preservation Agreement), a practice direction used in another jurisdiction, or an e-discovery protocol prepared by one of the parties or by a professional organization relating to such matters as preservation or collection methods.


� 	Principle #11 of the Sedona Canada Principles states in part that “Sanctions should be considered by the court where a party will be materially prejudiced by another party’s failure to meet any obligation to preserve, collect, review or produce electronically stored information.  The party in default may avoid sanctions if it demonstrates the failure was not intentional or reckless.”  Comment 11.a states that “[t]he role of the court is to weigh the scope and impact of non-disclosure and to impose appropriate sanctions proportional to the culpability of the non-producing party, the prejudice to the opposing litigant and the impact that the loss of evidence may have on the court’s ability to fairly dispose of the issues in dispute.”  In addition, Principle #4 states that “Counsel and parties should meet to confer as soon as practicable and on an ongoing basis, regarding the identification, preservation, collection, review and production of electronically stored information” [emphasis added].  Principle #4 envisions an ongoing series of discussions.  Counsel should therefore ensure that prior to initiating motions (or triggering one), ongoing meet and confer sessions have taken place to address any new information or changes in circumstances in an effort to instead modify or add to their agreement.  Counsel are encouraged under comment 4.a of the Sedona Canada Principles to “meet early and often.”  


� 	See footnote 7.


� 	Exchange of records in paper form is not recommended.


� 	Principle #3 of the Sedona Canada Principles states that “As soon as litigation is reasonably anticipated, parties must consider their obligation to take reasonable and good faith steps to preserve potentially relevant electronically stored information.”  The Sedona Canada Principles also recognize that “it is unreasonable to expect organizations to take every conceivable step to preserve all electronically stored information that may be potentially relevant.”  Comment 3.f states that “a reasonable inquiry based on good faith to identify and preserve active and archival data should be sufficient.”  The parties should therefore consider and discuss how and where relevant information can be preserved in the most efficient and cost effective manner. 


� 	In entering into an agreement on preservation steps that are appropriate in connection with the immediate litigation proceedings (which agreement may limit in certain respects the broad duty of preservation generally applicable in cases of actual or anticipated litigation), each party should consider any preservation obligations that may be owed to non-parties to the litigation.  For example, there may be parties who will be added to the litigation proceedings in the future, to whom the general duty to preserve all relevant documents would still be owed.


� 	The parties may wish to enter into a more detailed preservation agreement than that contemplated in this section.  For this purpose, see for example Model Document #2: Preservation Agreement.


� 	Comment 3.d of the Sedona Canada Principles suggests issues to address in preservation notices in the common law jurisdictions.  Preservation in the Province of Quebec is discussed in Comment 3.e.  The parties may wish to agree also upon a recommended time period for reminder notices and on a format for preservation notices.  In this regard, see the sample litigation hold notice at Appendix “B” to Model Document #2: Preservation Agreement.


�  	Comment 4.c of the Sedona Canada Principles suggests that “[w]hile the making of bit-level images of hard drives is useful in selective cases for the preservation phase, the further processing of the total contents of the drive should not be required unless the nature of the matter warrants the cost and burden.  Making forensic image backups of computers is only the first step in a potentially expensive, complex, and difficult process of data analysis. It can divert litigation into side issues involving the interpretation of ambiguous forensic evidence.”  Note that it is difficult in practice to make a forensic copy of a server, as servers are typically not able to be brought out of service for copying.  


� 	Relying upon backup media in order to locate relevant records is generally costly and inefficient.  Backup media should be preserved only where they contain unique information that cannot otherwise be obtained, or where other special circumstances apply.


� 	Counsel may wish to identify areas of disagreement if the discovery agreement is not intended to address comprehensively all aspects of documentary discovery, or as a means of specifying issues that are to be addressed on motion to the court.


� 	Counsel may wish to consider referencing precedent third party service agreements such as those found in the American Bar Association’s The Electronic Evidence and Discovery Handbook (ABA Law Practice Management Section, 2006).


� 	Principle #5 of the Sedona Canada Principles states that “The parties should be prepared to produce relevant electronically stored information that is reasonably accessible in terms of cost and burden.”  Comment 5.a suggests that given the volume and technical challenges associated with the discovery of electronically stored information, the parties engage in a cost benefit analysis, weighing the “cost of identifying and retrieving the information from each potential source against the likelihood that the source will yield unique, necessary and relevant information”.  Counsel are encouraged to exercise judgment based on a reasonable good faith inquiry having regard to the location and cost of recovery or preservation.  The more costly and burdensome the effort that will be required to access a particular source “the more certain the parties need to be that the source will yield responsive information”.  Comment 5.a suggests that, if potentially relevant documents exist in a format that is not “readily usable”, cost-shifting may be appropriate.


� 	Principle #7 of the Sedona Canada Principles states that “A party may satisfy its obligation to preserve, collect, review and produce electronically stored information in good faith by using electronic tools and processes such as data sampling, searching or by using selection criteria to collect potentially relevant electronically stored information.”  Comment 7.a indicates that as it may be impractical or prohibitively expensive to review all information manually, parties and counsel should where possible agree in advance on targeted selection criteria.  Comment 7.b suggests various processing techniques to use in searches including filtering, de-duplication, sampling and validation.


� 	Comment 5.b of the Sedona Canada Principles suggests that “parties to actual or contemplated litigation may also need to consider whether preservation notices should be sent to non-parties, such as contractors and/or vendors”.


�  	A party may wish to consider applying for directions in jurisdictions where it is possible to do so.  Comment 5.a of the Sedona Canada Principles notes that “the seeking of guidance in advance may avoid a contentious after-the-fact dispute where the onus may lie on the producing party to show why it did not produce the information”.  


� 	Principle #6 of the Sedona Canada Principles states that “A party should not be required, absent agreement or a court order based on demonstrated need and relevance, to search for or collect deleted or residual electronically stored information.”  Comment 6.a suggests that deleted or residual data that can only be accessed through forensic means should not be presumed to be discoverable and ordinarily, searches for electronically sorted information” will be restricted to a search of active data and reasonably accessible online sources.  The “evaluation of the need for and  relevance of such discovery should be analyzed on a case by case basis” as “only exceptional cases will turn on “deleted” or “discarded” information”.  With regard to metadata, some parties may be opposed to a general waiver of production of metadata; however, parties may be able to agree to limit production of metadata to specific fields.


� 	Principle #9 of the Sedona Canada Principles states that “During the discovery process parties should agree to or, if necessary, seek judicial direction on measures to protect privileges, privacy, trade secrets and other confidential information relating to the production of electronic documents and data.”  


�  	Comment 9.a of the Sedona Canada Principles suggests parties consider entering into an agreement to protect against inadvertent disclosure.  Such an agreement typically would provide that inadvertent disclosure of a privileged document does not constitute a waiver of privilege and set out a process for dealing with any  communication or document inadvertently disclosed.   Reasonable good faith efforts, which will vary according to the data set out in each case, must still be employed to detect and prevent inadvertent disclosure.  Comment 9.a suggests obtaining court approval of the agreement in advance.  Comment 9.c addresses the use of neutral court-appointed experts that help mediate or manage discovery to assist in eliminating privilege waiver concerns in certain cases and the use of agreements as to modified “claw-back’ of inadvertently produced privilege documents.


�  	Comments 9.f and 9.g of the Sedona Canada Principles address protection of confidentiality and privacy.


� 	Principle #8 of the Sedona Canada Principles states that “Parties should agree as early as possible in the litigation process on the format in which electronically stored information will be produced.  Parties should also agree on the format, content and organization of information to be exchanged in any required list of documents as part of the discovery process.”  Comment 8.c notes that, in British Columbia, counsel should refer to the Practice Direction Re:  Electronic Evidence, Supreme Court of British Columbia, July 2006, for detailed specifications relating to the exchange of electronic documents and document lists.  


�  	Comment 8.a of the Sedona Canada Principles states that “production of electronic documents and data should be made only in electronic format, unless the recipient is somehow disadvantaged and cannot effectively make use of a computer, or the volume of the documents to be produced is minimal and metadata is known (and agreed by all parties) to be irrelevant”.  Comment 8.a suggests that the practice of producing electronically stored information in paper form should be discouraged in most circumstances.  Comment 8.b and 8.c suggest that parties attempt to agree on “methodology of production that (a) preserves metadata and allows it to be produced when relevant; (b) communicates accurately the content; (c) protects the integrity of the information; (d) allows for the creation of a version that can be redacted; (e) assigns a unique production identification number to each data item, and (f) can be readily imported into any industry-standard litigation review application”.


� 	An electronic data discovery protocol may address matters such as the selection of metadata fields to preserve, the time zone of email stores, whether to process Word documents with track changes on or off, whether to process Excel spreadsheets with hidden columns showing, etc.


�  	Comment 8.c of the Sedona Canada Principles notes that “it is not necessary for parties to use the same litigation software in order to have effective exchange of an electronic document list.”


�  	Comment 8.c of the Sedona Canada Principles states that “parties should agree on the format and organization of the document list so that the information that is ultimately exchanged between the parties is consistent.  … Various issues such as how parties intend to organize and produce container files such as “zip” files should also be addressed.  … The list should be exchanged in electronic format, which facilitates searching, sorting and reporting.”


� 	Where the Parties have agreed to exchange copies of some electronically stored information in their native format, or have agreed on an alternative production format, set that out here.


� 	Principle #10 of the Sedona Canada Principles states that “During the discovery process, parties should anticipate and respect the rules of the forum in which the litigation takes place, while appreciating the impact any decisions may have in related actions in other forums.”  The rules of discovery differ in some common law provinces, and the discovery rules in Quebec are very different.  The principle suggests that the meet and confer process be used to identify and resolve any possible forum related rules conflicts as early as possible and to consider how efforts can be co-ordinated to reduce the duplication of work and cost in respect of electronic discovery in all related matters.


� 	Principle #12 of the Sedona Canada Principles states that “The reasonable costs of preserving, collecting and reviewing electronically stored information will generally be borne by the party producing it.  In limited circumstances, it may be appropriate for the parties to arrive at a different allocation of costs on an interim basis, by either agreement or court order.”  The commentary to the principle suggests that where extraordinary effort or resources will be required particularly to restore data before it can be produced unfairness may result and cost-shifting issues should be considered.


�	Terms previously defined in The Sedona Conference® Glossary:  E-Discovery and Digital Information Management, A Project of the Sedona Conference® Working Group on Electronic Document Retention and Production (the “Sedona Glossary”) are designated in italics.  The Sedona Glossary is available on The Sedona Conference® website:  www.thesedonaconference.org, under “Publications”.


� 	“Electronic Record” in the Sedona Glossary.


�	“Legal Hold” in the Sedona Glossary.








